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Preface

Preface

This manual describes how to use the KylandODT network management

software to configure and manage KODT2200 and KODT2200B optical fiber

terminals.

Conventions in the manual

1. Text format conventions

Format

Explanation

<>

The content in < > is button name. For example, click <Apply> button.

[]

The content in [ ] is window name or menu name. For example, click [File]

menu item.

{}

The content in { } is a portfolio. For example, {Send To, Port, Description}
means Send To, Port, and Description are a portfolio and they can be

configured and displayed together.

w ”

Multi-level menus are separated by “>”. For example, Start — All Programs
— Accessories. Click [Start] menu, click the sub menu [All programs], then

click the submenu [Accessories].

Use / to separate two or more options, and select one from all options. For

example “Addition/Deduction” means addition or deduction.

It means a range. For example, “1~255" means the range from 1 to 255.

2. Symbol conventions

Symbol Explanation

The matters need attention during the operation and configuration,

- Caution and it is supplement to the operation description

were . NOte

Necessary explanations to the operation description

=

The matters that call for special attention. Incorrect operation might

weone Warning cause data loss or damage to devices
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Document Obtainment

You can obtain the documents from:
> CD or manual delivered with the device

» Kyland website: www.kyland.cn



http://www.kyland.cn/�

Overview

1 Overview

KODT2200 optical fiber terminals are applicable to many fields, including
power distribution network automation, sewage treatment automation,
industrial process control, SCADA, and transportation control. KODT2200
provides extensive ports, such as RS232, RS422, and RS485 ports, and eight
full-duplex data channels to achieve the 8x8 cross-connect function. The
dual-fiber ring redundancy technology enhances communication reliability, and
the backup center terminal ensures continuous network communication.

The series products can be managed and maintained through the KylandODT
(KODT) network management software developed by Kyland. The software
covers local management and network management. With local management,
you can set parameters for the local terminal, while network management
allows you to query in real time the overall operation status of the network, the

current running status of terminals, system alarm and log information.

Note:

This manual describes how to configure KODT2200 with local management and

network management functions.
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2 Installing Network Management Software

You can find the KODT network management software in the [Software
download\KylandODT management] folder in the delivered CD.

1. Copy the [KylandODT management] folder to a PC.

2. Open the [KylandODT management] folder. Double-click Setup.exe. The

InstallShield Wizard dialog box is displayed, as shown in the following figure.

Install5Shield ¥Wizard

FXxLAMD ODT Setup iz preparing the [nstalls hield? wizard,
i which will guide vou through the rest of the setup process. Fleaze
wait,

Figure 1 Preparing for Installation
3. If firewall software displays a warning, choose to continue with the

installation. The following dialog box is displayed.

InstallShield Wizard X

Welcome to the InstallShield Wizard for KODT
- M anagement

The InstallShigld? Wizard will install KODT kanagement
on your computer. To continue, click Mest.

Caricel

Figure 2 KODT InstallShield Wizard



Installing Network Management Software

4. Enter the user name and company name. Click <Next>.

InstallShield Wizard

Customer Information

Pleaze enter your information.

Please enter your name and the name of the comparny for which pou worls.

Uszer Mame:

Company Mame:

bicrozoft

< Back | MHewt > | Caricel

Figure 3 Starting Installtion

5. Complete the installation of the KODT network management system.

InstallShield Wizard

Setup Status

KODT Management Setup is perfarming the requested operationz.

Installing:
C:APragram FileshewodthOD T 2000%adtexe DD T 2000 2xe

862

Figure 4 Installation Progress



Installing Network Management Software

After the KODT network management software is installed, view the Control
Panel of the PC. If there is no BDE Administrator, you need to install the BDE.
The installation procedure is as follows:

1. Open the [KylandODT management\bde setup] folder. Double-click
SETUP.EXE. The Setup dialog box is displayed, as shown in the following

figure.

Bde 5.01 Setup iz preparing the InstallS hield(r]
Wizard which will quide pau through the rest of
= the setup process. Please wait,

Figure 5 Preparing the BDE InstallShield Wizard
2. If firewall software displays a warning, choose to continue with the
installation. The Welcome dialog box is displayed. Click <Next>, as shown in

the following figure.

Welzome to the Bde 5.01 Setup program.  This program will
inztall Bde 5.01 on vour computer.

[tiz strongly recommended that you exit all Windows programs
before running this Setup program.

Click Cancel to guit Setup and then cloze any programs you hawve
runhing. Click Mest to cantinug with the Setup progran.

WARMIMG: Thiz program iz pratected by copyright law and
international treaties.

|Inauthorized reproduction or distibution of this program, or any
portion of it, may result in severe civil and criminal penalties, and
will be progecuted to the maximum extent poszible under law.

Cancel

Figure 6 BDE InstallShield Wizard 1

3. The installation path is displayed, as shown in the following figure. Click

<Next>.
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Start Copying Files

Setup haz enough infarmation ta start copeing the program files.
[F pou want bo review or change any settings, click Back. [ pou
are zatizfied with the zettings, click Mext to begin copying files.

Current Settings:

Setup Type:
Complete

Target Folder
C:\Bde 5.01

Izer Infarmation
Mame: Uzer
Compary: Microsoft

< Back Cancel

Figure 7 BDE InstallShield Wizard 2
4. The Setup Complete dialog box is displayed. Before using the program, you

need to restart the PC to complete the installation. Click <Finish>.

Setup Complete

Setup haz finizhed copying files bo your computer.

Before pou can use the program, pou must restart Windows or
Your computer.

(% ies | want to restart my compuber now

" Mo, | waill restart my computer later.

Remowve any dizks from their drives, and then click Finish to
complete setup.

| Finizh |

Figure 8 Completing BDE Installation
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3 Terminal Configuration

After the KODT network management software is installed, you can click [Start]
— [All Programs] — [KODT Management] — [KODT2000 Local Management]/
[KODT2000 Network Management] to log in to the KODT Local Management

or KODT Network Management interface, as shown in the following figure.

o l Administratae
gﬁt: @ set Program Access and Defaults

&5 Wwindows Catalog
A Internet
é rtermet Explorer || @ Windows Update
& Microsoft Update
5 E-mail <
|$I Outlook Express B Accessoriss .
[T Games »
: HyperTerminal x
I Startup »
w Paint @ Tnkernet Explorer
W msn
E Command Prampt () Outlook Express
. Remote Assistance
MNotepad
B R ® Windows Media Player
[T winRaR »
[ Ethereal »
‘-@ WinPcap »
@ WIM-MetExplorer 3
3

Figure 9 Starting the Network Management Software

m Caution:

sewmies % You need to use an RJ11-DB9 local cable (or RJ11-DB9 network
management cable) to log in to the local management interface (or network

management interface).

» When you need to perform local or network management configuration,
ensure the DEF and COT switches are OFF. If they are on, your configuration

may fail to take effect.
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3.1 Local Management
With local management, you can set parameters for the local terminal.
3.1.1 Login

1. Connect the console port of the local terminal to the DB9 port of a PC with

an RJ11-DB9 local cable, as shown in the following figure.

DB9 port

Figure 10 Connecting the Terminal to a PC
2. On the desktop of Windows OS, click [Start] — [All Programs] — [KODT
Management] — [KODT 2000 Local Management] to log in to the Local

Management interface, as shown in the following figure.

*. Eyland EODT2000: Local Config

by 55 s 20 @ & £
System Default Address  Terminal Name Characteristic Fiber Charnel Interface Fiber Status About Exit
o 2
Hila

KYLAND TELECOM

Figure 11 Local Configuration
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3.1.2 Configuration

3.1.2.1 System Configuration

Click [System]. The System Config dialog box is displayed, as shown in the

following figure.

Y System Config

Serial Port:  |{COM!

Baud rate. |
Data bit: |
Stop bit; |
Farity check., |

Ll i« i

T R

Figure 12 Parameter Setting

Serial Port

Options: COM1/COM2/COM3/COM4

Function: Select the serial port connected to the terminal.

Baud rate

Mandatory setting: 9600

Function: Set the baud rate of the serial port.

Description: Baud rate is the number of bits transmitted per second. It is an
indicator of communication speed.

Data bit

Mandatory setting: 8

Function: Set the data bits of the serial port.

Description: Data bit is an indicator of the actual data bits in communication.
Stop bit

Mandatory setting: 1
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Function: Set the stop bit of the serial port.

Description: Stop bit is the last bit of a single packet indicating transmission
end. It also serves for clock synchronization.

Parity check

Options: None.

Function: Set the parity mode of the serial port.

Description: Parity is an error check mode for serial port communication. A
check bit is transmitted besides the data bits to make the transmitted bits meet
related standard. If the transmitted bits does not meet related standard, error

code occurs. None indicates that transmitted data is not checked.

After you set these parameters, click <Set> to complete system configuration.

3.1.2.2 Default Configuration
Click [Default]. The Factory Default Config dialog box is displayed, as shown in

the following figure.

Factory Default Config

T (R

Figure 13 Factory Default Configuration

Factory Default Config
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Function: Restore the factory default settings.
The factory default settings are as follows:
»Fiber ports configuration
Number of fiber ports: two
The transmitting, receiving, and receiving alarm functions of port 1 and port
2 are enabled.
»Channel configuration
Channel 1 is selected for data port 1.

Channel 2 is selected for data port 2.

Channel 8 is selected for data port 8.
» Serial port configuration
The baud rate is set to 9600.
»Terminal name configuration
None.
»Terminal characteristic configuration
Remote terminal
»Other configuration

Factory default settings do not include other configuration.

3.1.2.3 Address Configuration
Click [Address]. The Terminal Address Config dialog box is displayed, as

shown in the following figure.
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Terminal Address Config

G Cow»

Figure 14 Terminal Address Configuration

Terminal Address Config

Function: Set the address number of the local terminal. When the center
terminal manages the entire network, it distinguishes different terminals by
their address numbers.

Configuration method: Enter the address number or click «I or =l to change

the number.

You can click <Set> to complete setting or <Query> to view the current

address number of the local terminal.

3.1.2.4 Terminal Name Configuration

Click [Terminal Name]. The Terminal Name Config dialog box is displayed, as

shown in the following figure.

Terminal Name Config

G Cow G
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Figure 15 Terminal Name Configuration
Terminal Name Config

Function: Set the name of the local terminal.

You can click <Set> to complete setting or <Query> to view the current name

of the local terminal.

3.1.2.5 Terminal Characteristic Configuration
Click [Characteristic]. The Terminal Characteristic Config dialog box is

displayed, as shown in the following figure.

Terminal Characteristic Config

o iTanter Terminal

" Remote Terminal

" Backup Center Terminal

Gy Cew G

Figure 16 Terminal Characteristic Configuration

Terminal Characteristic Config

Options: Center Terminal/Remote Terminal/Backup Center Terminal

Default: Remote Terminal

Function: Set the role of the local terminal on the network. A center terminal is
the master station in a ring network. A remote terminal is the slave station in
the network. A backup center terminal is the backup of the center terminal.
When the center terminal is faulty, the backup center terminal automatically
takes over the tasks of the center terminal, ensuring continuous network
communication and preventing data losses. Once the fault is rectified, the
original center terminal takes over the tasks of the new center terminal, which

then returns to the backup center terminal state.
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Caution:

A ring network can contain only one center terminal, one backup center terminal,

and multiple remote terminals.

You can click <Set> to complete setting or <Query> to view the current role of

the local terminal.

3.1.2.6 Fiber Ports Configuration

Click [Fiber]. The Fiber ports Config dialog box is displayed, as shown in the

following figure.

L A

Fiber port quantity
1

3

Fart 1 Enahbled
v Transmit (AT)
v Feceive (BR)
v Alarm (BR)

Fort 3 Enahbled
-
-
[+

Fiber ports Config

Fort 2 Enabled
v Transmit (AT)
v Feceive BR)
v Alarm (BR)

Fort 4 Enabled

Calb & O

x]

Figure 17 Fiber Ports Configuration

Fiber port quantity

Options: 1/2/3/4

Default: 2

Function: Set the number of fiber ports.

Port 1/Port 2/Port 3/Port 4 Enabled
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Portfolio: {Transmit, Receive, Alarm}

Default: Port 1/Port 2 {Transmit (enabled), Receive (enabled), Alarm
(enabled)}

Function: Enable or disable the sending, receiving, and receiving alarm

functions of fiber ports.

Caution:

It is recommended to enable the sending, receiving, and receiving alarm

functions of all configured fiber ports.

You can click <Set> to complete setting or <Query> to view the current fiber

ports of the local terminal.

3.1.2.7 Channel Configuration
Click [Channel]. The Channel Config dialog box is displayed, as shown in the

following figure.

Interface 1 +—| Channel 1
Interface 2 +" lm
Interface 3 == IW
Interface 4 == lm
Interface 5 +—' IW
Interface B +—' IW
Interface ¢ +—' W
Interface 8 +—' W

Gy - <G

Figure 18 Channel Configuration

Channel Conifg
Options: Channel 1/Channel 2/Channel 3/Channel 4/Channel 5/Channel
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6/Channel 7/Channel 8/Channel 9
Default: Channel 1 is selected for data port 1.

Channel 2 is selected for data port 2.

Channel 8 is selected for data port 8.

Function: Configure the mapping between data ports and channels. With this
configuration, you can use the local data cross-connect function of the terminal.
To be specific, when you map several ports to one channel, the terminal
provides the function of a hub. For details, see section 4.2 Local Data

Cross-Connect.

You can click <Set> to complete setting or <Query> to view the current

channel configuration of the local terminal.

3.1.2.8 Interface Configuration

Click [Interface]. The Interface Config dialog box is displayed, as shown in the

following figure.
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Data interface

Interface Config

Data interface 1 |

|N|:|rmal

Data interface 2 |

|N|:|rmal

Data interface 3 |HS4BE j

|N|:|rmal

Data interface 4 |HS4BE j

Data extended interface

|N|:|rmal

[l e

Data interface & |

|N|:|rmal

Data interface b |

|N|:|rmal

Data interface 7 |HS4BE j

|N|:|rmal

Data interface 8 |HS4BE j

Cialy -

|N|:|rmal

[l e

Figure 19 Interface Configuration

Interface Config
Options: RS232/RS422/RS485

Function: Configure the interface standard.

=M Note:
:

=wote  The interface standard shall be consistent with the actual physical wires

connected to the pins.

You can click <Set> to complete setting or <Query> to view the current

interface configuration of the local terminal.

3.1.2.9 Fiber Ports Status

Click [Fiber Status]. The Fiber Ports Status Config dialog box is displayed, as

shown in the following figure.
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Fiber Ports Status

Description : status
® — Port1(aR) @
a1 Frame loss Port2(BR) @
@ Mo optical signal | pog 3(CF)
Mo setting

Ivalid enabled Port 4(DF)

=T

Figure 20 Fiber Ports Status

Fiber Ports Status

Function: Query the running status of fiber ports.

Note: @ Indicates that a fiber port receives data normally.

@ Indicates that frame losses occur.

@ indicates that a fiber port receives no data.
3.2 Network Management
Network management allows you to configure terminals and view their current

running status. This feature can help you in fault locating and maintenance.

Caution:

The network management functions are only available on a center terminal.

3.2.1 Login

1. Connect the console port of the local terminal to the DB9 port of a PC with

an RJ11-DB9 network management cable, as shown in the following figure.
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Figure 21 Connecting the Terminal to a PC
2. On the desktop of Windows OS, click [Startp [All Programs] — [ KODT
Management] — [KODT2000 Network Management] to log in to the Network

Management interface, as shown in the following figure.

*. Network management <{Current network:weihai)>

File Graph Confiz HWetwork Report Help

K Tz

KYLAND TELECOM

ICOM port:COML || Wetwork access || station 1(1) 2012-11-02 Friday 15:26:46

Figure 22 Network Management

3.2.2 Configuration

3.2.2.1 System Configuration
1. System Config
Click [File] — [System Config]. The System config dialog box is displayed, as

shown in the following figure.
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*,. System config

Com config l IUnit config l

Serial Part : |r:0M4

Baud rate : |
Data bit: |
otop bit |
Farity check :|

IR N/ KN (KN KN

Tl R

Figure 23 Selecting a Serial Port for Communication

Serial Port

Options: COM1/COM2/COM3/COM4

Function: Select the serial port connected to the terminal.

For details about the other parameters, see section 3.1.2.1 System
Configuration.

2. Work Mode Setting

Click [File] — [Work Mode Setting], as shown in the following figure.
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% %]

Work Mode Setting

hMode

" Local

Figure 24 Work Mode Setting

Work Mode Setting

Options: Local/Network

Function: If you select Local, you can view and configure local parameters. In
this case, you need to connect the console port of the terminal to a PC with an
RJ11-DB9 local cable. If you select Network, you can view the running status
and set parameters for the terminals on the entire network. In this case, you
need to connect the console port of the terminal to a PC with an RJ11-DB9

network management cable.

N Note:
V4

~wore  The function is mainly used to view the operation status of terminals on the
entire network. Therefore, this manual focuses on how to query and configure

parameters of terminals in Network Management mode.

3.2.2.2 Configuration Query

Submenu Function, Description, and Remarks

Terminal Function: Set the name of the terminal.

Name
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Description: For details, see section 3.1.2.4.

Note: The latest name configuration always takes effect, regardless
of whether it is performed through this submenu or on the local terminal.

You can view the current configuration by clicking <Query>.

Fiber port | Function: View the fiber port status of the terminal.

Status Description: For details, see section 3.1.2.9.

Channel Function: Configure channels for the terminal.

Config Description: For details, see section 3.1.2.7.
Note: The latest channel configuration always takes effect, regardless
of whether it is performed through this submenu or on the local terminal.
You can view the current configuration by clicking <Query>.

Interface Function: Configure the interfaces of the terminal.

Config Description: For details, see section 3.1.2.8.
Note: The latest interface configuration always takes effect, regardless
of whether it is performed through this submenu or on the local terminal.
You can view the current configuration by clicking <Query>.

Version Function: View the current software version number.

Number

3.2.2.3 Network Management

1. Add Terminal

Click [Network] — [Add Terminal], as shown in the following figure.
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Add Terminal

Terminal Mo: 1 ﬂ

Terminal Marme:

Figure 25 Adding a Terminal
Terminal No
Function: Set the address number of the terminal.
Description: The address number should be identical with that configured on
the local terminal.
Configuration method: You can enter the address number or click <1 or =l to
change the number.
Terminal Name

Function: Set the name of the terminal.

With this function, you can map terminal icons to actual devices one by one.
Then you can view the running status of devices intuitively.

After a terminal is added, you can configure and view its properties by the
right-click context menu. For details, see section 3.2.2.5 Right-Click Context
Menu.

2. Auto Patrol/Stop Patrol

Click [Network] — [Auto Patrol], as shown in the following figure.
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*. Network management <{Current network:weihai>

File Graph Confiz HWetwork Report Help

2 Bl

KYLAND TELECOM

Terminal name VEngi=gE
Fatrol:Terminal 2 (2) COM port:COM4 || Wetwork access || Terminal 2 (2) 2012-11-02 Friday 17:32:01

Figure 26 Auto Patrol
Function: Detect the fiber port status of devices on the network.
Description: If the terminal name is green, all the fiber ports communicate
properly.
When the terminal name is brown, an anomaly occurs on a certain fiber
port. In this case, you can right-click the terminal icon and select
[Terminal Communication] — [Fiber port Status] to view which port is
faulty.

If the terminal name is red, all the fiber ports communicate abnormally.

You can click [Network] — [Stop Patrol] to stop detection.

3.2.2.4 Report Query
1. Status Record

Click [Report] — [Status Record]. You can view the alarm information on the

network, as shown in the following figure.
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*. Network management <Current network:weihaiZ>

File Graph Config Hetwork EReport Help

= 53
dTerminal 2(2)Fiker port 2-————- o optics alarm

KYLAMI

al?

Figure 27 Status Record
2. Status Analysis
Click [Report] — [Status Analysis]. You can view the reason analysis for alarms,

as shown in the following figure.
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+

Status Analyse

&8

TermingAbnorm Fiber pc Connecl Reason analysis
Z BR

Feturn |

Line fault with connected QDT

Figure 28 Status Analysis

3. Operation Record

Click [Report] — [Operation Record]. The Operation Record page is displayed,

as shown in the following figure. You can click <Query> to view the operation

records of the device in a certain period.

Sy

Operation Record

X

|1

24} Query Print preview Return
p

201z2-11-1
Starting time Operatar Operation target Target name Fiesult Dezcription
[201211- 1 =] Jal ] | e | e | fan |
cperator Date | Time | Operation target | Target name Description b
» 2012-11-2 1737438 2 number 2 Setterminal name
2012-11-2 173812 number 1 Setterminal name
2012-11-2 17:38:30 2 number 2 KODT channel config
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4. History Record

Figure 29 Operation Record

Click [Report] — [History Record]. You can click <Query> to view the running

status of the device in a period, as shown in the following figure.

X
o012-11-2 History Record
starting time Terminal Na.  Terminalname Fiber port Rermark
[2o211-2 = Al A EaRE | jan |
Time | Terminal No. |Terminal namel Fiber port | Eemark -
17.29:46 1| Terminal 1 Fiber Dawen
17:29:46 2| Terminal 2 Fiker Daven
17:31:32 1 Terminal 1 Fiber MNormal
17:31:33 2 Terminal 2 Fiber MNormal
17:33:00 2 Terminal 2 Fiber MNooptic
W
< >
2{i Query Print preview ‘ 4 Ratum |
Figure 30 History Record
3.2.2.5 Right-Click Context Menu
Operation Function Equivalent Menu
Operation
Right-click the blank | Add a terminal. [Network] — [Add
area: Terminal]
—Add Terminal
Right-click . Set the terminal name. [Config] —
—Terminal
a terminal: Name Description: For details, see section | [Terminal Name]
—Terminal 3.1.2.4.
Communic _Fiber View the fiber port status of the terminal. | [Config] — [Fiber
ation Description: For details, see section | Status]
port Status
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3.1.2.9.

_,Channel View the channel configuration of the | [Config] —
Config terminal. [Channel]
Description: For details, see section

3.1.2.7.
interface View the interface configuration of the | [Config] —
Config terminal. [Interface]
Description: For details, see section
3.1.2.8.
. View the current software version number. | [Config] —
—\Version
Number [Version]

Right-click a terminal:

—Move Terminal

You can move the terminal icons to

desired positions.

Right-click a terminal:

—Stop Moving

After moving terminal icons, you can stop

moving them through this operation.

Right-click a terminal:

—Set Link

Set links between terminals to obtain the
network topology.

Operations: Right-click Terminal 1 and
select Set Link. The Line connecting
dialog box is displayed. Enter the number
of lines connected to the terminal. Repeat
the same operations for terminal 2, 3, 4...

to complete setting links.

X

Line conmecting

Terminal 1Line nurmber of connected stations

E

o]

Cancel
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Right-click a terminal: After setting a link, right-click a terminal. | --

—Terminate Link The link is terminated on the terminal.

Right-click a terminal: Change the terminal icon. --

—Change Picture

Right-click a terminal: Set the position of the terminal icon in | --

—Picture Location the window.

- &

picture leftjpels): (344 3
picture top(pels): (200 -

Note: You need to specify the icon's

space to the left and top margins.

Right-click a terminal: Delete a terminal. -

—Delete Terminal
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4 Typical Configuration Examples
4.1 Dual-Fiber Ring Redundancy

The device adopts the fast dual-fiber ring redundancy technology to realize
dual-fiber recovery. To be specific, in a dual-fiber network, remote devices and
the office device in the data center form a closed circuit. When a device is
faulty or a certain fiber is disconnected, the dual-fiber ring redundancy
technology of KODT2200 help to connect the network without data losses,
ensuring continuous communication and improving network reliability.

As shown in the following figure, three devices are connected to form a
dual-fiber redundant ring. Device 1 at address "1" serves as the center
terminal; device 2 at address "2" serves as the backup center terminal; device
3 at address "3" serves as the remote terminal. Device 1 is used to query and
manage device 2 and device 3. When the link between device 1 and device 3

is faulty, the dual-fiber redundant ring ensures normal data communication.

AT BR Vo+V PG

@ @ Cci) Device 1

Device 2 Device 3

© 00 O wmm © ©0© O &ms

AT BR BT AR vV +V PG V +V PG

Figure 31 Dual-Fiber Ring Redundancy

Detailed configurations are as follows:
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Local management configuration:

1. Connect a PC to device 1, device 2, and device 3 respectively with an

RJ11-DB9 local cable.

2. Select the connected serial port, as shown in Figure 12.

3. Open the Local Management interface.

» Set the terminal address of device 1 to 1, its terminal name to Terminal 1,
and its terminal characteristic to Center Terminal.

» Set the terminal address of device 2 to 2, its terminal name to Terminal 2,
and its terminal characteristic to Backup Center Terminal.

> Set the terminal address of device 3 to 3, its terminal name to Terminal 3,
and its terminal characteristic to Remote Terminal.

For details about how to set the terminal address, name, and characteristic,

see Figure 14, Figure 15, and Figure 16.

4. Keep default settings for the other parameters.

Network management configuration:

1. Connect the PC to device with an RJ11-DB9 network management cable

and select the connected serial port, as shown in Figure 23.

2. Open the Network Management interface. Set the work mode to Network,

as shown in Figure 24.

3. Add Terminal 1, Terminal 2, and Terminal 3 for device 1, device 2, and

device 3 respectively, as shown in Figure 25.

» Add Terminal 1 and set its address to 1.

» Add Terminal 2 and set its address to 2.

» Add Terminal 3 and set its address to 3.

4. Set links, as shown in Figure 32.

» Right-click Terminal 1 and select Set Link. The Line connecting dialog box
is displayed. Enter 2 (for the connections with two terminals). Click <OK>.
Click Terminal 2, Terminal 3, and then Terminal 1 again. The links appear.

» Right-click Terminal 1 and select Terminate Link.

5. Click [Network] — [Auto Patrol]. You can manage and maintain all the
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devices on the network by Terminal 1, namely, the Center Terminal.
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Figure 32 Configuration Example for Dual-Fiber Ring Redundancy

4.2 Local Data Cross-Connect

KODT2200 supports 8x8 data cross-connect. You can configure the function
through the network management software as required. If you map several
ports to one channel, the device provides the function of a hub.

For example, map all eight data ports to channel 8, as shown in the following

figure.
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Figure 33 Local Data Cross-Connect

Center terminal

Remote terminal

Figure 34 Configuration Example for Local Data Cross-Connect
As shown in the preceding figure, the PC is connected to data port 1 of device
1. Device 1 is the center terminal; device 2 is the backup center terminal, and
device 3 is the remote terminal. Data port 1 and data port 2 of device 3 are

connected to terminal A and terminal B.

The default mapping between devices and channels are as follows:

Data port 1 is mapped to channel 1.
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Data port 2 is mapped to channel 2.

Data port 8 is mapped to channel 8.

With the default settings, the PC communicates with data port 1, which is
mapped to channel 1. Terminal B communicates with data port 2, which is
mapped to channel 2. As a result, the PC cannot communicate with Terminal
B.

With the local data cross-connect function, you can map data port 2 of device 3
to channel 1. In so doing, the PC can communicate with terminal A and

terminal B.

Detailed configurations are as follows:

1. Connect the terminals and complete settings, as described in section 4.1.

2. Channel configuration: Use an RJ11-DB9 local cable and map data port 2 of
device 3 to channel 1, as shown in Figure 18. Keep default settings for the
channel configuration of the other devices.

3. Keep default settings for all the other parameters.
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